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Abstract of the contribution: This contribution proposes how IP address version is decided between the UE and the network when establishing a PDU Session
1. 
Introduction
As there are two IP versions that are to be supported in 5GC, there is a need to select which IP version(s) to support when a PDU session is set up.
2. 
Discussion

2.1 
Background 
The terminal may not know which IP version(s) that are supported by the 5GC that it connects to. The device may also support only a single IP version. In EPC this was handled through the device requesting a PDN connection of type IPv4v6 if it supports both IPv4 and IPv6. The EPC would then generate a response of PDN type IPv4, IPv6, IPv4v6 (dual stack) or, if the network did not support IPv4v6 PDN Connections due to interworking with legacy SGSNs, IPv4+IPv6 (or in reality IPv6 + a cause code asking for IPv4 or vice versa, this generates separate PDN connection in EPC when Dual Stack is used). For 5GC IPv4v6 sessions are not supported and this means that a device capable of handling both IPv4 and IPv6 must have a way to ask the network which IP version to use for the PDU session (or both in case of dual sessions).
2.2 
Requirement analysis
To support the different options regarding what IP versions to support several different combinations need to be supported. The terminal may support IPv4 only, IPv6 only or IPv6 + IPv4. The network as well may support IPv4 only, IPv6 only or IPv6 + IPv4 for the requested DNN. In addition to this the network may in case both IPv4 + IPv6 are supported also allow a terminal with IPv4 only to connect, as well as allowing an IPv6 only terminal to connect. This drives that we have seven allowed combinations to cover (disregarding cases where there is no common PDU type between UE and DNN):
	Device capability
	DNN capability
	Resulting PDU type of PDU Session 

	IPv4 only
	IPv4 only
	IPv4

	IPv6 only
	IPv6 only
	IPv6

	IPv4 only
	IPv4 and IPv6
	IPv4

	IPv6 only
	IPv4 and IPv6
	IPv6

	IPv4 and IPv6
	IPv4 only
	IPv4

	IPv4 and IPv6
	IPv6 only
	IPv6

	IPv4 and IPv6
	IPv4 and IPv6
	One IPv4 PDU session or one IPv6 PDU session or one PDU Session of each type


Observation 1: The terminals shall announce the supported PDU types to the network, e.g. PDU sessions of type IPv4, of type IPv6 or both PDU types.
Observation 2: Terminals supporting both IPv4 and IPv6 shall be capable to set up dual PDU sessions, one of type IPv4 as well as one of type IPv6

Observation 3: Terminals supporting both IPv4 and IPv6 shall be capable to set up a single PDU session, it may be of type IPv4 or IPv6

2.3 
Solutions alternatives
To support this, three different solutions to handle the setup of a PDU session have been identified: 

A. The first method is that the UE tries to set up two PDU sessions, one of type IPv4 and one of type IPv6. 

B. Another approach is to always ask for one of the IP versions and use a cause code if the other IP version is to be used as well/instead. 

C. A third way to handle this is that the UE simply requests PDU type “IP”. This would mean that the device doesn’t require a specific PDU session type, but instead ask for either IPv4 or IPv6. 
2.4
Solution analysis

For alternative A above, the device will request to set up an IPv4 PDU session as well as an IPv6 PDU session. As no correlation between IPv4 and IPv6 sessions are required, selecting of SMF and UPF can be done independently. The drawback with this approach is that devices will try to set up dual PDU sessions even in networks where only one IP version is supported. There is currently no support for multiple NAS messages targeting different initial PDU session IDs in the same N1 message, which means that there will be additional signalling with this method, even if only one IP version is to be supported in the network. To make sure that the terminal knows which IP-versions to use, both PDU session procedures should be finalized prior to any functionality that is dependant of the IP version combinations used.
With the second alternative (B), the device always asks for one of the IP versions and then through a cause code can be used to make the other IP version to be configured as well or instead (if only the other IP version is to be supported). This would for instance be done by setting up a PDU session of IPv6-type first (this would be the normal case when IPv6 is supported in the terminal). If IPv6 is also supported in the network this session will be set up, otherwise the PDU session is rejected with a cause code. If IPv4 is to be supported, a cause code is needed also to tell the device that it may also set up a PDU session of IPv4-type (independent of whether the PDU session of type IPv6 is accepted or rejected). Currently UEs are relying on getting immediate information (during the first PDU session setup) whether dual stack is supported or not. Solution B preserves that property with less signalling than the solution A, but it may still result in unnecessary signalling in case the first IP version requested by the UE is not available.

In alternative C the use of PDU type “IP” defines that the device is not aware of whether a PDU session of type IPv4 or type IPv6 shall be created. This method becomes a bit similar to alternative B, but for single-IP-version DNN configurations this will save some additional signalling compared to B as the PDU session is transformed into the IP version to support for the first PDU session.  If another IP version is to be supported (then PDU session type IPv6 shall be used first) this will be informed by sending a cause code that tells the terminal that it can set up a PDU session of the other IP version (IPv4) as well.
Observation 4: Using PDU type “IP” in the PDU Session establishment request is the most efficient solution in terms of signaling and provides operator control of what IP version is preferred in case the terminal support dual stack.
2.5
Conclusion

As the use of a combined PDU type (used for IP version negotiation only) is the most efficient solution for setting up PDU sessions according to the seven combinations of PDU types in terminal and network, it is the method to use also in 5GC. 
Proposal 1: Use PDU type “IP” as a PDU type during PDU session type negotiation for IP versions.
Proposal

It is proposed to update TS 23.501 as follows:

**** First Change ****

5.8.1
IP address management

5.8.1.1
General

The UE IP address management includes allocation and release of the UE IP address as well as renewal of the allocated IP address, where applicable.

The UE sets the requested PDU type during the PDU Session Establishment procedure based on its IP stack capabilities and configuration as follows:
-
A UE which is configured for the DNN to support IPv6 and IPv4 shall set the requested PDU type to “IP”. 

-
A UE which is configured for the DNN to support only IPv4 shall request for PDU type “IPv4”.

-
A UE which is configured for the DNN to support only IPv6 shall request for PDU type “IPv6”.

-
When the UE is not configured for the DNN to support a specific IP version, the UE shall request a PDU type based on its IP stack capabilities. For example, a UE with an IP stack capable of IPv4 and IPv6 shall request a PDU type "IP". 
-
When the UE is not configured for the DNN to support a specific IP version and the IP version capability of the UE is unknown in the UE (as in the case when the MT and TE are separated and the capability of the TE is not known in the MT), the UE shall request for PDU type “IP”.

The SMF selects PDU type of the PDU Session as follows:

-
If the SMF receives a request with PDU type set to “IP”, the SMF selects either PDU type “IPv4” or “IPv6” based on DNN configuration and operator policies. A SMF also provides a cause value to the UE to indicate whether the other IP version is supported on the DNN. If the other IP version is supported, UE may request another PDU Session to the same DNN for the other IP version.

-
If the SMF receives a request for PDU type “IPv4” or “IPv6” and the requested IP version is supported by the DNN the SMF selects the requested PDU type.

An SMF shall perform IP address management procedure based on the selected PDU type. If IPv4 PDU type is selected, an IPv4 address is allocated to the UE. Similarly, if IPv6 PDU type is selected, an IPv6 prefix is allocated. For Roaming case, the SMF in this section refers to the SMF controlling the UPF acting as IP anchor point. i.e. H-SMF in home routed case and V-SMF in local breakout case. The SMF in this clause refers to the SMF controlling the PDU session anchor, i.e. the SMF in HPLMN for a home routed roaming scenario and the SMF in VPLMN for the local breakout roaming scenario. The SMF shall process the UE IP address management related messages, maintain the corresponding state information and provide the response messages to the UE. In case the UE IP address is obtained from the external data network, additionally, the SMF shall also send the allocation, renewal and release related request messages to the external data network and maintain the corresponding state information.

The 5GC elements and UE support the following mechanisms:

a.
During PDU session establishment procedure, the SMF sends the IP address to the UE via SM NAS signalling. The IPv4 address allocation and/or IPv4 parameter configuration via DHCPv4 can also be used once PDU session is established.

b.
/64 IPv6 prefix allocation shall be supported via IPv6 Stateless Autoconfiguration according to RFC 4862 [10], if IPv6 is supported. IPv6 parameter configuration via Stateless DHCPv6 (according to RFC 3736 [14]) may also be supported.

In order to support DHCP based IP address configuration, the SMF shall act as the DHCP server towards the UE for both HPLMN assigned dynamic and static IP addressing and for VPLMN assigned dynamic IP addressing. When DHCP is used for external data network assigned addressing and parameter configuration, the SMF shall act as the DHCP server towards the UE and the DHCP client towards the external DHCP server. The PDU session anchor does not have any DHCP functionality. It forwards DHCP packets between the UE and the SMF over the user plane.
The IP address/prefix is released by the SMF upon release of the PDU session.
The 5GC may also support the allocation of a static IPv4 address and/or a static IPv6 prefix based on subscription information in the UDM or based on the configuration on a per-subscriber, per-DNN basis.

If the static IP address/prefix is stored in the UDM, during PDU session establishment procedure, the SMF retrieves this static IP address/prefix from the UDM. Similarly, the SMF also delivers the configured IP address/prefix This IP address/prefix is delivered to the UE in the same way as a dynamic IP address/prefix. It is transparent to the UE whether the PLMN or the external data network allocates the IP address and whether the IP address is static or dynamic.
For IPv4 or IPv6 PDU type the following applies:

-
During PDU establishment, the SMF may receive an IP Index from the PCF, the SMF may use this to assist in selecting how the IP address is to be allocated when multiple allocation methods, or multiple instances of the same method are supported. In the case of roaming, it is the SMF controlling the UPF acting as IP anchor that is responsible for IP allocation, therefore it is this SMF that may receive the IP index from the PCF (in its own network).

Editor's note:
It is FFS to include the IP Index in the PCC definitions of annex A.
**** End of Changes ****
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